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G R O W I N G

MOST TOOLS TO STOP FRAUD FROM STOLEN DATA ARE:

With Early Detection System, issuers can take proactive measures 
to mitigate fraud. A simple one-time set-up is all that's required.

THE “BUSINESS” OF STOLEN DATA IS:

infection rate for 
smartphones and IoT devices1
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the dark web to be used3

B R O A D
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by ADC never have fraud 5 

R E A C T I V E
of consumers use the 
replacement card less,  
in some situations 4
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notified5 

*Confidence levels indicate the likelihood that the PAN may be used for fraud. Fraud may not occur.

Help reduce fraud and related 
costs by pro-actively monitoring 
at risk accounts*

Helping issuers level the field 
Mastercard Early Detection System
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400% + 4.2B 9 minutes

40% 95%-97% 6-18 months

MASTERCARD PROVIDES PRIORITIZED & TARGETED AT-RISK PAN INFORMATION* 
TO ISSUERS – USING PROPRIETARY DATA, MODELING & OUR GLOBAL NETWORK VISIBILITY, 
TYPICALLY BEFORE FRAUD OCCURS

Protect cardholder loyalty and decrease 
attrition by early fraud detection and 
informed card reissuance

For more information about Mastercard Early 
Detection System, please visit:
newsroom.mastercard.com 


